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Abstract
This study assesses the extent to which the Brazilian Artificial Intelligence Plan (PBIA, 
Plano Brasileiro de Inteligência Artificial) of 2024 supports the country’s pursuit of 
AI sovereignty. The authors map the financial allocations to the PBIA’s 54 proposed 
structural actions against the components of Belli’s (2023a; 2023b) key AI sovereignty 
enablers (KASE) framework: data, algorithms, computing capacity, connectivity, 
electricity, education, cybersecurity, and regulation. The study finds that the PBIA’s 
structural actions support six of the KASE enablers, in the following order of priority: 
algorithms, data, computing capacity, education, electricity, and cybersecurity. Close to 
50% of the PBIA’s proposed investments for structural actions are found to be for actions 
related to the algorithms enabler in the KASE framework, followed by 20% for actions 
connected to the data enabler, 20% for actions supporting the computing capacity enabler, 
and 11% for actions related to the education enabler. Much lower levels of expenditure 
are set out in the PBIA for the electricity enabler (2%) and the cybersecurity enabler (1%). 
The authors analyse the implications of the PBIA’s prioritisations for Brazil’s progress 
towards AI development and AI sovereignty.
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1. Introduction
Brazil is increasingly adopting artificial intelligence (AI) systems and applications 
across both the public and private sectors (IBGE, 2023; Kubota, 2024). The aim of 
this study was to determine the extent to which the country’s current AI development 
path aligns with the public interest (Mazzucato et al., 2022), specifically Brazil’s 
pursuit of AI sovereignty. The concept of AI sovereignty, as set out by Belli (2023a; 
2023b), is a function of a country’s capacity “to understand, muster and develop AI 
systems, while retaining control, agency, and ultimately, self-determination over such 
systems” (2023a, p. 1). Belli (2023a) also states that a nation’s AI sovereignty is linked 
to its ability to “develop, regulate, and utilise AI systems according to its own national 
interests, values, and strategic objectives” (2023a, p. 1). 

Fostering and maintaining AI sovereignty is critical to countries’ effective 
management of the current phase of accelerated digital transformation, as it 
requires the development and deployment of trustworthy AI technology—with 
a focus on transparency, accountability, fairness, and the protection of individual 
rights and privacy. Another core element of maintaining AI sovereignty is robust 
cybersecurity—particularly for critical infrastructures that may become vulnerable 
when interconnected. Belli (2023a) has put forward a “key AI sovereignty enablers 
(KASE)” framework comprising eight elements:

sound (personal) data governance and algorithmic governance, strong 
computational capacity, meaningful connectivity, reliable electrical power, 
a digitally literate population, solid cybersecurity, and last, but not least, an 
appropriate regulatory framework. (Belli, 2023a, p. 2).

In this study, we examined the extent to which key elements of Brazil’s most recent 
policy statement on AI matters—the Brazilian Artificial Intelligence Plan (PBIA, 
Plano Brasileiro de Inteligência Artificial) of 2024—are aligned with the eight 
elements of Belli’s (2023a) KASE framework.
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2. Brazilian AI policymaking and the PBIA of 2024
In the context of the rapidly evolving landscape of AI, the Brazilian government has, 
in recent years, been seeking to redefine its strategic approach. The Brazilian Artificial 
Intelligence Strategy (EBIA, Estratégia Brasileira de Inteligência Artificial) was 
published in 2021 by the Ministry of Science, Technology and Innovation (MCTI, 
Ministério da Ciência, Tecnologia e Inovação, 2021a; 2021b). This strategy was 
strongly criticised, both at the time of its inception and during its first steps towards 
implementation, because of: the generality with which themes are translated into 
strategic actions; the lack of a clear delineation of the intended governance structure; 
the lack of definition of deadlines, goals, and measurable indicators for verifying the 
success of the implementation of the strategy; and the lack of attention to aspects 
affected by transparency and explainability in AI systems (Curzi & Gaspar, 2021; 
Magrani, 2021).

Since late 2023, the MCTI has been engaged in a process to develop a revised EBIA 
(MCTI, 2023; 2024a). The MCTI is seeking to revise the strategy’s objectives, axes, 
targets, and actions to align the EBIA with national interests and priorities. A Bill was 
published in 2023 (República Federativa do Brasil, 2023), and a Temporary Internal 
Commission on Artificial Intelligence (CTIA, Comissão Temporária Interna sobre 
Inteligência Artificial no Brasil) is working towards its finalisation (MCTI, 2024c). 
The Bill provides for the establishment of obligations and responsibilities for AI 
providers and operators, including algorithmic impact assessment throughout the 
AI lifecycle. It also provides for appointing a supervisory authority responsible for 
applying the law and updating the EBIA as necessary. The Senate has extended the 
deadline for the completion of the CTIA’s work five times, with the most recent 
deadline being set for mid-December 2024 (MCTI, 2024c).

There has, however, been one significant policy statement in 2024, entitled AI for 
the Good of All: Brazilian Artificial Intelligence Plan 2024–2028 (IA para o Bem 
de Todos: Plano Brasileiro de Inteligência Artificial, 2024–2028). Known by its 
acronym, PBIA, it was published by the MCTI on 30 July (MCTI, 2024b). The PBIA 
outlines the Brazilian government’s intention to enhance people’s lives through AI 
while boosting national capacities and skills. It also emphasises the goal of achieving 
technological and data sovereignty, stating that Brazil must increase control over its 
digital landscape. The PBIA emphasises the need for AI to respect dignity, social 
rights, and cultural diversity, and not to generate inequality and discrimination. It 
aims for AI to tackle pressing social, environmental, and economic challenges, to 
enhance overall well-being, and to contribute to Brazil’s achievement of the UN’s 
Sustainable Development Goals (SDGs) (MCTI, 2024b).

The PBIA is aligned with other government policies, particularly New Industry 
Brazil (MDIC, 2024), and highlights a commitment to environmental sustainability 
through ecological transition (MCTI, 2024b). The PBIA is also aligned to the 
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Brazilian Strategy for Digital Transformation (E-Digital) for 2022–2026 (MCTI, 
2018), and to the National Digital Government Strategy (República Federativa 
do Brasil, 2024), which sets principles, rules, and tools for digital government and 
increased public efficiency.

The PBIA also seeks to foster international cooperation on fair and mutually 
beneficial terms, and to ensure ethical and responsible AI use. The PBIA prescribes 
two sets of actions in pursuit of Brazil’s AI goals: 31 immediate-impact actions and 
54 structural actions. 

PBIA’s immediate-impact actions
The PBIA’s 31 immediate-impact actions have a total budget allocation from public 
funding of approximately R$350 million (USD60.4 million1). These actions aim to 
deliver quick results in critical areas such as health, education, and security, but only 
count for 1.3% of the total investments of the PBIA. Additionally, 10 immediate-
impact actions currently lack defined resource amounts and confirmed funding 
sources. These actions focus on developing algorithms and AI tools intended for use 
in public management and essential services.

PBIA’s structural actions
The PBIA’s 54 structural actions have much larger budget allocations than the 
immediate-impact actions, with the total allocation for all the structural actions put 
at approximately R$22.5 billion (USD3.9 billion). These initiatives have a broader 
scope than the immediate-impact actions, as they aim to establish a foundation for 
integrating AI across various sectors and enabling profound and sustainable digital 
transformation over time.

Five key initiatives concentrate R$15.3 billion of the total R$22.5 billion budget 
for the PBIA’s 54 prescribed structural actions. These initiatives are: (1) upgrading 
Brazil’s Santos Dumont supercomputer (Datatechvibe, 2024) so that it ranks among 
the top five in computational capacity globally, which is allocated R$1.8 billion; (2) 
investments to scale up the supply of curated national datasets for natural language 
processing (NLP) training and to build a robust large language model (LLM) in 
Brazilian Portuguese (set to receive R$1.1 billion); (3) establishing a secure, non-
public government cloud for confidential documents (budgeted at R$1 billion); (4) 
creating data centres powered by renewable energy (with an allocation of R$2.3 
billion); and (5) a programme aimed at funding AI projects for the industrial 
sector (with the highest allocation of all actions, R$9.1 billion directed towards 
500 initiatives). This investment will direct resources from two Banco Nacional de 
Desenvolvimento Econômico e Social (BNDES, Brazilian Economic and Social 
Development Bank) 

1 Based on the exchange rate on 19 November 2024.
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programmes—the More Production Plan (BNDES, 2024a) and the More Innovation 
Program (BNDES, 2024b)—to AI projects applied to industry, in alignment with 
the New Industry Brazil (Nova Indústria Brasil) programme (MDIC, Ministério do 
Desenvolvimento, Indústria, Comércio e Serviços, 2024) and supporting Brazilian 
companies that supply specialised AI systems.

3. Methodology 
The study was guided by two overarching questions: 

•	 To what extent are the priorities of the PBIA aligned with the pursuit of AI 
sovereignty?

•	 To what extent does the PBIA have gaps that could undermine the pursuit 
of AI sovereignty?

As stated above, the PBIA proposes two sets of actions in pursuit of Brazil’s AI goals: 
31 immediate-impact actions, and 54 structural actions. We decided to focus our 
evaluation of the PBIA on its proposed structural actions. This focus was chosen due 
to the structural actions’ longer-term orientations (in comparison to the orientations 
of the immediate-impact actions), such that the structural actions represent the key 
strategic changes that the government views as necessary to establish Brazil’s core, 
necessary AI capabilities. Also impacting this choice of focus was the fact that the 
PBIA proposes much larger budget allocations for the structural actions than for the 
immediate-impact actions.

The PBIA’s structural actions were evaluated in terms of the eight elements of the 
KASE framework (Belli, 2023a) for pursuit of AI sovereignty, as follows:

1. data: sound (personal) data governance
2. algorithms: sound algorithmic governance
3. computing capacity: strong computational capacity
4. meaningful connectivity
5. electricity: reliable electrical power
6. education: digitally literate population
7. cybersecurity: solid cybersecurity
8. appropriate regulatory framework

In particular, we were concerned with the budget totals for the suite of structural 
actions linked to each KASE element, so as to generate a picture of the core KASE 
elements present, and their relative importance, in the federal government’s AI 
planning. We must note that this methodological strategy has limitations, due to 
the differing characteristics of various types of investment—i.e., the relative costs of 
different types of action and different measurements of success or “return” on those 
investments—and due to differing starting points, e.g., Brazil already has significant 
sustainable electrical power capacity, making the KASE enabler of “reliable electrical 
power” easy to achieve. 
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4. Findings
In categorising the PBIA’s 54 structural actions in terms of the elements of the 
KASE framework, we mapped each structural action against the KASE enabler that, 
in our interpretation, most immediately related to the action’s core objectives. The 
table below provides the matrix that we developed during this mapping process.

Table 1: Matrix mapping PBIA structural actions against KASE enablers

KASE enabler KASE enabler 
description

Types of PBIA structural actions

Data: sound 
(personal) data 
governance

Having control over 
data collection, storage, 
processing, and transfer.

Actions related to enabling sound data 
governance and management—e.g., building 
interoperability, building shared data 
repositories—including sound management 
of personal, non-personal, open, critical, and 
confidential information.

Algorithms: 
sound 
algorithmic 
governance

Development, deployment, 
and regulation of algorithms.

Actions related to building AI solutions and 
algorithmic models, including applied research 
and innovation projects and shared public goods.

Computing 
capacity: strong 
computational 
capacity

Available infrastructure 
related to computational 
resources.

Actions related to making computational 
infrastructure available for various steps in the 
ST&I process in AI, including servers, storage 
resources, semiconductors for AI applications, 
and GPUs.

Meaningful 
connectivity

Reliable, affordable, and 
widespread internet access.

This category was not found as a core element 
of the PBIA actions.

Electricity: 
reliable 
electrical power

Stable and sustainable energy 
supply.

Actions related to making electrical power 
available for AI processing applications, focusing 
on renewables and batteries.

Education: 
digitally literate 
population

Cross-generational digital 
literacy and capacity-building 
in specialised workforce.

Actions related to education of the general 
population and to capacity-building, e.g., creation 
of research networks and institutes, and retention 
of talent, vital for building a skilled workforce in 
AI.

Cybersecurity: 
solid 
cybersecurity

Cybersecurity governance 
and capacity-building both 
in protecting AI systems and 
preventing their use in cyber-
threats.

Actions related to strengthening governance, 
institutions, and capacities in cybersecurity.

Appropriate 
regulatory 
framework

Comprehensive legal 
framework that covers 
matters of ethics, protects 
individual rights, and sets 
clear technical guidelines.

This category was not found as a core element 
of the PBIA actions.

Note. Source: Authors.
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As seen in the table, for two of the eight KASE enablers—meaningful connectivity 
and appropriate regulatory framework—the study found that none of the PBIA’s 54 
proposed structural actions had the enabler as a core element. Thus, the remainder 
of the findings presented in this section relate to the six remaining KASE categories 
(against which we were able to map PBIA structural actions): data, algorithms, 
computing capacity, electricity, education, and cybersecurity. 

Figure 1 shows the distribution of the PBIA’s planned investment in the 54 proposed 
structural actions, with the total budget allocation from public finance divided across 
the six KASE categories.

Figure 1: Budget allocations, in millions of R$, for PBIA structural actions across KASE categories

Note. Source: Authors.

Figure 2 shows the percentage breakdown of planned investment, across the six 
KASE categories, in the PBIA’s 54 proposed structural actions.

Figure 2: Percentage breakdown of budget for PBIA structural actions across KASE categories 

Note. Source: Authors.
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In terms of our mapping, the largest allocation, amounting to R$11.3 billion—
nearly half (46%) of the PBIA budget for structural actions—is for structural actions 
supporting the algorithms component in the KASE framework. These actions target 
the development of algorithms that can increase the efficiency and effectiveness of 
public-sector AI applications across sectors such as health, education, and public 
safety. In this algorithms category, among the actions with the largest investment 
allocations in the PBIA is the R$9.1 billion assigned to “AI Solutions for NIB 
Missions”. This structural action has the objective of “allocating resources from the 
More Production Plan and the More Innovation Program to AI projects applied to 
industry, focusing on the application chains defined in the missions of New Industry 
Brazil [NIB] and in support of Brazilian companies that supply specialized systems” 
directed at developing and diffusing AI solutions aligned to industry needs and with 
the aim to “fund at least 500 AI projects applied to industry by 2028” (MCTI, 2024b, 
p. 72).

Next, our mapping found that structural actions corresponding to the data and 
computing capacity enablers in the KASE framework receive the next-largest sets of 
budget allocations, with each of these categories receiving actions totalling R$4.8 
billion (20% of the PBIA budget for structural actions). In the data category, the 
funding is targeted at supporting the establishment of robust frameworks for managing 
personal, non-personal, and sensitive data. The largest allocation in this category 
is the aforementioned (in section 2 above) R$1 billion investment in establishing 
a secure government cloud for confidential documents. In the computing capacity 
category, the largest allocation is the R$1.8 billion that is directed towards upgrading 
(as mentioned above in section 2) the country’s Santos Dumont supercomputer so 
as to significantly expand Brazil’s high-performance processing capacity. Also in 
the computing capacity category, R$50 million is to be invested in international 
partnerships to share AI research and development (R&D) infrastructure. 

With respect to PBIA structural actions that we mapped as serving the education 
component of the KASE framework, there is an allocation of R$2.8 billion (11% of 
the PBIA budget for structural actions). Large allocations in this category include 
R$600 million to be invested in business innovation to retain talent for AI innovation, 
and R$553 million to promote AI R&D.

PBIA structural actions that we assigned to the electricity KASE category are set to 
receive the relatively small total investment of R$500 million (2% of the PBIA budget 
for structural actions), underscoring Brazil’s current energy surplus and abundant 
clean-energy sources. The actions in this category are dedicated to promoting the 
implementation of sustainable and efficient energy infrastructure for data centres 
and AI facilities, e.g., renewable energy sources, improved cooling technologies, and 
lower-consumption equipment.
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Finally, actions we mapped as serving the cybersecurity KASE category receive the 
smallest total allocation of R$185 million (1% of the PBIA budget for structural 
actions). 

5. Analysis
The PBIA’s proposed structural actions provide a snapshot of Brazil’s objectives and 
strategy for positioning itself as a global player in AI and towards its achievement of 
AI sovereignty. Our study’s findings reveal a significant focus, in financial terms, on 
the algorithms element of the KASE framework, followed by a relatively strong focus 
on the data, computing capacity, and education enablers, with low priority given to the 
KASE framework’s electricity and cybersecurity enablers.

In prioritising algorithm development, the PBIA states that it intends to foster 
innovation, improve public service delivery, and enhance data-driven decision-
making processes, thus positioning the country to better compete in the global 
AI landscape. However, this focus on algorithms cannot alone be expected to 
substantially transform Brazil’s structural digital dependencies, as most of the PBIA 
resources focused on this element will likely be directed to established industries, 
thus making the success of the investments in algorithms dependent on capacity in 
those industries—including capacity with respect to other KASE categories, e.g., 
computing capacity, meaningful connectivity, and cybersecurity.

Also revealing is the PBIA’s relatively strong investment focus, after algorithms, on 
structural actions related to the KASE categories of data and computing capacity. 
In the data-related actions, there is an effort to build a strong technical foundation 
for use by AI initiatives, and to establish—e.g., via the project to build a robust 
government cloud—strong, trusted data governance. Ensuring that data is used 
ethically and responsibly can facilitate trust in AI systems and lay the groundwork for 
effective data-sharing and collaboration across sectors. The PBIA structural actions 
targeted at enhancing computing capacity—particularly the upgrading of the Santos 
Dumont supercomputer—have the potential to improve Brazil’s ability to develop 
and deploy AI solutions at scale, and to ensure that public and private sectors can 
leverage AI effectively to meet their needs.

The PBIA’s investments in structural actions supporting the AI education component 
of the KASE framework are essential for fostering innovation and sustaining long-
term growth in the AI sector. Through the PBIA’s AI education initiatives, Brazil 
aims to retain talent and ensure that its workforce is equipped with the necessary skills 
to thrive in an increasingly digital economy. Such education also has the potential to 
contribute to greater public understanding and acceptance of AI technologies.
 
Several of the actions related to the KASE categories of data and education involve 
either fostering R&D in research institutions and industry or ensuring the adequate 
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use of datasets to improve public and private services. This represents a vision of 
innovation policy that connects industrial policy efforts to the strengthening of 
the national innovation ecosystem aligned to public initiatives. The actions related 
to the KASE computing capacity category are equally related to strengthening 
existing networks of basic and applied research in Brazilian public institutions and 
strengthening public institutions’ connections to Brazilian industry. Investment 
in computing capacity also contains elements explicitly connected to reducing 
dependency on foreign-controlled platforms.

The PBIA’s focus on investment-intensive projects, such as the upgrade of the 
Santos Dumont supercomputer and the development of a robust LLM for Brazilian 
Portuguese, links to several interlocking strategic priorities. First, there is a clear 
focus on enhancing Brazil’s global competitiveness in high-performance computing. 
By updating the Santos Dumont supercomputer to rank among the top five most 
powerful in the world in the coming years, the government aims to position the 
country as a leader in scientific research, in AI, and in other data-intensive fields. 
Such computing capacity is essential for advancing national research and keeping 
pace with global technological advancements.

Second, the government’s effort, as mentioned above in section 2, to expand the 
availability of curated national datasets for NLP highlights the growing need for 
infrastructure. Processing large-scale data for AI training requires significant 
computational resources, and without proper investment in infrastructure, Brazil 
would face limitations in leveraging data effectively for innovation and research. This 
is especially important for AI and machine-learning projects that depend on data to 
achieve speed, accuracy, and relevance.

Third, the goal of constructing a robust LLM for Brazilian Portuguese further 
emphasises the importance of investment in infrastructure. An LLM specifically 
tailored for Brazilian Portuguese addresses linguistic and cultural needs that global 
models may not handle effectively. Such models have become essential in various 
applications, including NLP, translation, and automating communication tasks. 
Developing an LLM of this magnitude demands substantial computational power, 
making supercomputing infrastructure critical for its success.

Ultimately, the government’s investment in these high-performance computing 
projects aligns with its broader objectives of digital sovereignty and innovation. By 
developing its own advanced technology, Brazil could eventually reduce its reliance 
on foreign systems and gain greater control over its digital infrastructure, enhancing 
security and fostering technological independence. This approach will not only 
strengthen the country’s digital resilience, but also ensure that it remains competitive 
on the global stage, while fostering long-term economic growth and innovation 
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through digital transformation. For that accomplishment, projects’ interdependence 
must be closely watched and nurtured.

With respect to the KASE category of electricity, which is crucial for powering 
data centres and AI applications, Brazil is—as the PBIA’s relatively low investment 
in structural actions in this category shows—already well-positioned, because the 
country’s power production is currently based largely on renewable sources, and 
current production levels exceed domestic demand.

Finally, however, the relatively low level of PBIA funding directed towards the 
cybersecurity KASE category raises questions about whether the allocated resources 
are sufficient to safeguard the growing AI ecosystem. The low investment in 
cybersecurity seems antithetical to current domestic and global trends, especially 
considering the ever-expanding taxonomy of potential AI risks and Brazil’s national 
regulatory and institutional efforts to strengthen cybersecurity, as evidenced by 
its 2023 establishment of a National Cybersecurity Policy (Política Nacional de 
Cibersegurança) and National Cybersecurity Committee (Comitê Nacional de 
Cibersegurança) (República Federativa do Brasil, 2023b).

6. Conclusions
While this study has focused on the potential AI sovereignty implications of the 
specific structural actions proposed in the PBIA, it is important to acknowledge 
that various other public policies, regulations, and strategic frameworks also shape 
Brazil’s digital ecosystem and, by extension, its approach to AI and progress towards 
AI sovereignty. The following key policies and legal instruments address matters of 
data privacy, digital transformation, information security, cybersecurity, and digital 
government as foundational elements that inevitably interact with AI development 
and sovereignty matters:

•	 the Principles, Guarantees, Rights and Duties for the Use of the Internet in 
Brazil (Princípios, Garantias, Direitos e Deveres para o Uso da Internet no 
Brasil) (República Federativa do Brasil, 2014)

•	 the Brazilian Digital Transformation Strategy (E-Digital) (Estratégia 
Brasileira para a Transformação Digital (E-Digital)) (MCTI, 2018)

•	 the General Personal Data Protection Law (LGPD, Lei Geral de Proteção 
de Dados Pessoais) (República Federativa do Brasil, 2018a)

•	 the National Information Security Policy (PNSI, Política Nacional de 
Segurança da Informação) (República Federativa do Brasil, 2018b)

•	 the National Cybersecurity Policy (Política Nacional de Cibersegurança) 
(República Federativa do Brasil, 2023b)

•	 the National Digital Government Strategy (Estratégia Nacional de Governo 
Digital) (República Federativa do Brasil, 2024)
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As the country continues to evolve its digital infrastructure, the role of AI and 
progress towards AI sovereignty will be increasingly intertwined with broader goals 
of digital transformation, digital governance, and public-sector innovation.

The PBIA foci and investments as showcased in this study raise questions for 
further research. Should the PBIA’s focus on algorithms be understood as a 
reflection of Brazil’s current capacities that are then to be reinforced by the PBIA, 
or as a prospective effort that aims to develop a somewhat new Brazilian niche in 
AI development worldwide? To what extent is the PBIA’s focus on AI algorithm 
development a strategy to absorb workforce capacities? Future research could also 
explore the degree to which the PBIA’s structural actions, after implementation, 
succeed in supporting each of the enablers of the KASE framework.

Also, since the scope of this study is limited to the PBIA, future research could 
explore how the complementary policy and legal instruments listed above interact 
with AI governance and development frameworks, impacting on their practical 
implementation and long-term success. Future research could also include the 
consideration of other government policies and strategies, such as New Industry 
Brazil, which include digital- and AI-focused investments.
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